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Set your multi-factor authentication

Multi-factor authentication (MFA) is an additional security step to ensure that the access to web

applications such as Signals is even more secure. This additional security step provides greater

security that only authorised people can access the data in Signals. With MFA, we make sure that you

are truly you.

 

 

 

 

 

 

 

 

 

The OKTA Verify app is available for all iPhone and Android 

devices. To find the app, type "Okta Verify" in the search bar of 

your app store (Play Store for Android and App Store for IPhone) 

or click on the links. 

 

 

Once the Okta Verify App is installed, please allow OKTA Verify to 

use your camera and allow push notifications. The push 

notifications will make your Signals login process easier. 

  

https://play.google.com/store/apps/details?id=com.okta.android.auth&hl=nl&gl=US
https://apps.apple.com/nl/app/okta-verify/id490179405%22%20/l%20%22?platform=iphone
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Please follow the next steps in order to add your Signals account to OKTA Verify 
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Then click on ”yes, Ready to scan”. The camera 

of your phone will open.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Point your phone’s camera at the QR code on the web page. 
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Your account is now set up and you can login to Signals very 

easily  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

http://www.mazarssignals.com/
https://www.mazarssignals.com/en/support

